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- **Cheaper** transaction cost.
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Motivations

Promising

- Appear to be a promising way to improve the scalability of secure public blockchains while providing possible privacy and cost savings.
- Allow users to take advantage of pre-established communities, pre-established cryptocurrencies (and pre-audited security if they share the same smart contracts) while offering the flexibility of private blockchains designed for specific purposes.
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Issues

- One solution put forward by different companies is to extend these services providing privacy and customization through layer 3s built on top of their own rollup.
- Sensitive data have to be publish to a centralized validator that can censorship transactions.
- Even in a validium, data privacy is concerning if the validator is owned by an external entity.
- The setup of a zk-rollup can be expensive reducing the incentives for non-financial applications.
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Proposition

- We propose allowing several zk-rollups to co-exist on the same smart contract, by including a group ID system into the smart contracts.
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We propose allowing several zk-rollups to co-exist on the same smart contract, by including a group ID system into the smart contracts.

The functions of the smart contracts are shared by the different groups, it is possible to choose a specific smart contract for proof checking in order to use different circuits or systems.

Using group-specific parameters, the rollups would either be permissionless or permissioned, post data on-chain or off-chain and be optimistic or zk-rollup.
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All rollups in the same contracts

Benefits

- This drastically reduces the cost of subsequent “deployments” after an initial deployment.
- Solves privacy issues while democratizing easy access to zk-rollups for wider adoption.
- Can be very interesting even if they are all public and permissionless, bringing different prices, finalities, systems and applications.
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Results

Material

To compute the proofs, we used a computer with an Intel Xeon Platinum 8164 CPU and 400GB of RAM.

Overhead

The addition of the two new operation types, the inclusion of the group in the transactions and the modification of the public input create almost no overhead for the prover. The size of the first circuit only increases from 0.18% for the smallest blocks to 0.32% for the largest blocks, and the difference in proof time is not significant.

<table>
<thead>
<tr>
<th>Block Chunk Size</th>
<th>zkSync</th>
<th>Our Proposition</th>
</tr>
</thead>
<tbody>
<tr>
<td>26</td>
<td>8,526,701c</td>
<td>8,542,124c</td>
</tr>
<tr>
<td>78</td>
<td>16,908,690c</td>
<td>16,952,713c</td>
</tr>
<tr>
<td>182</td>
<td>33,672,019c</td>
<td>33,773,242c</td>
</tr>
<tr>
<td>390</td>
<td>67,185,536c</td>
<td>67,401,159c</td>
</tr>
</tbody>
</table>

Table: First circuit comparison (c mean constraints, s seconds).
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