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Nevertheless, this solution is not a panacea. For example, in the signature scheme, used in CryptoNote cryptocurrencies, it could lead to double-spending if any of the malicious users noticed this bug.
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More concretely, it performs $\Theta\left(\log _{2}(r)\right)$ additions in $E\left(\mathbb{F}_{q}\right)$. Hence, its bit complexity equals $\Theta\left(\log _{2}(r) M\right)$ with a non-little constant behind $\Theta$, where $M$ is the bit complexity of a multiplication in $\mathbb{F}_{q}$.

We can suppose that $M=\Theta\left(\ell^{2}\right)$ at least for the popular choice $\ell:=\log _{2}(q) \approx 256$. Indeed, it is widely recognized that for such $\mathbb{F}_{q}$ the "school" multiplication algorithm is more practical.

Since $c \approx 1$ by our assumption, i.e., $\ell \approx \log _{2}(r)$, we eventually get the bit complexity $\Theta\left(\ell^{3}\right)$.
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In other words, $E\left(\mathbb{F}_{q}\right)=\mathbb{G} \times E\left(\mathbb{F}_{q}\right)[e]$, where $e:=n_{0} / r$. So, the order $N:=\# E\left(\mathbb{F}_{q}\right)=n_{0} n_{1}$ and the cofactor $c:=N / r=e n_{1}$.

For the sake of uniformity, put $e_{0}:=e$ and $e_{1}:=n_{1}$. Besides, let $E\left(\mathbb{F}_{q}\right)[e]=\left\langle P_{0}\right\rangle \times\left\langle P_{1}\right\rangle$, where $\operatorname{ord}\left(P_{i}\right)=e_{i}$.
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Conversely, if $k$ is not small, then the exponentiation is seemingly the best way to compute $\left(\frac{\alpha}{q}\right)_{k}$.
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Further, the Tate pairing is non-degenerate. Consequently, a point $Q \in E\left(\mathbb{F}_{q}\right)$ in fact belongs to $e E\left(\mathbb{F}_{q}\right)$ if and only if $t_{e}(P, Q)=1$ for all $P \in E\left(\mathbb{F}_{q}\right)[e]$ or, equivalently, $h_{0}(Q)=h_{1}(Q)=1$.
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Consequently, $f_{2, P_{i}}=x-\alpha_{i}$. It is readily seen that $x-\alpha_{2} \in\left(\mathbb{F}_{q}^{*}\right)^{2}$ automatically whenever $x-\alpha_{i} \in\left(\mathbb{F}_{q}^{*}\right)^{2}$ for $i \in\{0,1\}$.
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| Curve | $\lceil\ell\rceil$ | $e_{0}$ | $e_{1}$ | $\nu$ |
| :---: | :---: | :---: | :---: | :---: |
| Curve25519 | 255 | 8 |  | 2 |
| Ed448-Goldilocks | 448 | 4 | 1 | 1 |
| Jubjub | 255 | 8 |  | 32 |
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The first two curves were included in the American standard NIST SP 800-186 recently updated. We see that they are unfortunately not appropriate for the new subgroup check.

The zk-SNARK-friendly curves Bandersnatch and Jubjub were proposed by the Ethereum and Zcash research teams, respectively. They are currently used in the given cryptocurrencies.
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Moving to the field $\mathbb{F}_{q^{d}}$, we get into the previous context. All the results hold true, despite the fact that $\mathbb{G}(d):=e(d) \cdot E\left(\mathbb{F}_{q^{d}}\right)$ is not a prime subgroup anymore.
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## Lemma

There is the simple equality $\mathbb{G}=E\left(\mathbb{F}_{q}\right) \cap \mathbb{G}(d)$.
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Nonetheless, for pairing-friendly curves the present test does not surpass the state-of-the-art tests in performance (even for $d=1$ ).

The reason lies in large cofactors, which occur for today's pairing groups $\mathbb{G}_{1}, \mathbb{G}_{2}$.

Thus, despite the fact that the Tate pairing underlies the new subgroup check, it is relevant only for non-pairing-friendly curves.

## Some noteworthy $\mathbb{F}_{q^{-}}$-curves for which $d>1$

Let $\nu(i)$ stand for the 2 -adicity of $q^{i}-1$.

| Curve | $\lceil\ell\rceil$ | $e_{0}$ | $e_{1}$ | $\nu$ | $d$ | $e_{0}(d)$ | $e_{1}(d)$ | $\nu(d)$ |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| Curve25519 | 255 | 8 | 1 | 2 | ? |  |  |  |
| Ed448-Goldilocks | 448 | 4 |  | 1 | 2 | 4 | 4 | 225 |
| Million dollar curve | 256 |  |  |  |  |  |  | 3 |
| Russian curves | 512 |  |  |  |  |  |  | 4 |
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For Curve25519 the speaker does not know the quantity $d$ and hence its derivatives $e_{0}(d), e_{1}(d), \nu(d)$. It is not even clear whether $d$ is finite or not.

Experiments show that $\nu(i)$ grows very slowly with respect to $e(i)$, which does not allow the condition $e(i) \mid q^{i}-1$ to be fulfilled. $13 / 15$
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## Problem

Is there a subgroup membership test for Curve25519 with bit complexity $O\left(\ell^{2}\right)$ ?

## Thank you for your attention!
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